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1
Decision/action requested

Provides further evaluation for solution #2.1 of 3GPP TR 33.846.
2
References

[1]
3GPP TR 33.846 v0.8.0.

[2]
3GPP TS 33.501 v16.4.0

3
Rationale

This contribution proposes evaluation for solution #2.1 of 3GPP TR 33.846 [1]. 
This solution impacts the SEAF/AMF since the authentication failure cause is no longer visible in the SEAF/AMF. Consequently, changes are required in the SEAF/AMF to 

As specified in 3GPP TS 33.501 [2], the SEAF/AMF interprets the authentication failure cause, it has a specific behaviour according to the type of authentication failure (SYNC or MAC). Due to the fact that the solution hides the authentication failure cause sent by the UE, the solution requires changes in the SEAF/AMF. 

Consequently, the impacts of solutions on the SEAP/AMF shall be indicated in clause on evaluation. 

4
Detailed proposal

It is proposed that SA3 review and approve the following pseudo-CR to 3GPP TR 33.846 [1].

   *** START of CHANGE ***

6.2.1.3
Evaluation

Editor’s Note: Further evaluation is needed.

The protection of SQN will only work over 5G network. A mis-aligned KAUSF will mean that re-synchronisation will not run successfully, e.g. a USIM not storing KAUSF is moved to a new phone.
The solution impacts the SEAF/AMF. 

*** END of CHANGE ***
